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“Work hard, stay 

positive, and get up 

early. It’s the best 

part of  the day. “ 

- George Allen, Sr. 

Special Points of   
Interest In This      
Issue of ‘JobPrep’ 

 News on Michigan’s 
Technology Sector 

 Ways to Secure Your 
Computer 

 iPhone6 and iPhone6 
Plus 

 NEW! Wellness Corner 

 Microchips and           
Professional Athletes 

 And much more! 

*** BREAKING NEWS *** BREAKING NEWS *** 

Michigan Announces Implementation Timeline 
Change for MI Health Link 
 

The Michigan Department of Community Health (MDCH) 
just announced a change to the implementation timeline 
for MI Health Link, Michigan’s demonstration project to  
integrate care for individuals eligible for both Medicare and 
Medicaid. MDCH has changed the start date from January 
1 to March 1 to ensure that the program is prepared to  
deliver services and coordinate care. Enrollment will begin 
in February 2017. MDCH and the Centers for Medicare 
and Medicaid Services (CMS) have agreed to delay the 
program to ensure that the necessary care coordination 
models, training, provider networks and systems are    ad-
equately prepared and tested prior to the start of        en-
rollment. 
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“The Voice of  Career Insight” 

Dating the Co-Worker:          
Yea OR Nay?? 
 
Most career experts grumble over the       po-
tential problems that arise from dating a col-

league. Here's what to consider before asking for that first 
date:  
 
1. Know your job’s fraternization policies. Go to your     
employee handbook to see if there's anything written.  
2. Be certain of how you feel. Think long-term, not just 
about a liaison. 
3. Consider and prepare for the worst.  
4. Be discreet. Remain professional, and absolutely avoid 
any public displays of affection. 
5. Take it slow. If the relationship is serious and could 
lead to marriage, then you'll have to address it on the job.  



We accept Veterans/GI Bill, Post 911 bill, and other military benefits.  

10 Easy Steps to Secure Your Computer 
  
They’re out there: Hackers, spammers, fishers, scammers, identity thieves, and 
viruses. Every day they work to find new ways to crack your passwords, break 
into your accounts, steal your credit card numbers, and wreak havoc on your 
hard drive, but you don’t have to swear off the internet for good. Here are ten 
ways you can secure your computer and keep your information safe. 
 
1. Stay protected. Don’t leave your computer without virus protection! While top of 
the line anti-virus software like Norton and McAfee are best, if you’re short on funds you can still get adequate vi-
rus protection with a free program like AVG (www.avg.com) or Avast (www.avast.com).  
  
2. Update, update, update! You know those little notifications that pop up in the bottom-right corner of the 
screen telling you a new update is available? Don’t ignore them! It is very important that you keep your operating 
system, your anti-virus software, and all other programs up-to-date in order to keep your computer secure.   
 
3. Run regular virus scans. Most anti-virus programs allow you to create a schedule for regular scans. It is rec-
ommended that you scan your entire hard drive weekly for the best protection against viruses. 
  
4. Use Windows Firewall. Windows comes with a built-in firewall that can help protect your computer from un-
authorized access while you’re online. Check your Control Panel to make sure you have Windows Firewall turned 
on for all of the connections you use.TIP: Be sure to add your anti-virus program to the Windows Firewall’s list of 
“exceptions,” so that it can update without being blocked. 

5. Secure your wifi connection. Make sure your wireless network has a password that only you know. 
  
6.  Don’t login as “administrator.” It’s best to create a separate account with limited access, and use only that 
account to access the Internet. Users with limited access cannot install new programs, or make system changes, 
which means intruders can’t do those things either. 
  
7. Use strong passwords. Whether you’re creating a password to login to your computer, your e-mail, or your 
Facebook account, you need to make sure you’re using strong, complex passwords. It’s best to use a password 
which includes at least one of each of the following: lower case letter, upper case letter, number, and special char-
acter.  
  
8. If you’re away from home, lock your computer when you’re not using it. Whether you’re at work, an Inter-
net café, library, or coffee shop, it’s important to lock your computer if you happen to walk away from it. Once 
locked, the computer will require a password for access. 
  
9. Block spam e-mails. Spam e-mail messages can contain viruses, fake links, and other scams that may seem 
legitimate, and can be tempting to click. Check with your e-mail provider to make sure that spam blocking is in ef-
fect on your account. 
  
10. Be careful what you click. No matter how strong your spam blocker is, occasional spam and scam 
messages can still find their way to your inbox. That’s why it’s important to be careful what you click. Be wary of 
messages from e-mail addresses you don’t recognize. Don’t click on links in these messages, and definitely 
don’t open attachments.  



 A Little about Apple’s iPhone 6 and 
iPhone 6 Plus 
 
At its big fall event at in Cupertino, Apple un-
veiled two new iPhones: the iPhone 6 and iPh-
one 6 Plus. Here are some other key details: 
 
Design 
The iPhone 6 and 6 Plus are even thinner than 
the 5s, coming in at 6.9mm and 7.1mm thick, 
respectively, compared to the 7.6mm iPhone 
5s. The glass front of the iPhone 6 curves 
around the side, and each model features an 
anodized aluminum back.  
 
Screens 
With the iPhone 6 and 6 Plus, Apple has       
upgraded the displays to what they’re calling 
Retina HD. The 4.7-inch iPhone 6 has a     res-
olution of 1334 by 750, with a pixel-density of 
326 pixels per inch (ppi); the 5.5-inch 6 Plus 
goes full HD with a 1920 by 1080 display and a 
whopping 401 ppi.  
 
Innards  
Both phones come with a new generation 64-bit 
Apple A8 chip, which is 13 percent smaller and 
up to 25 percent faster than the previous-
generation A7. Graphics on the iPhone 6 and 6 
Plus should get a boost as well, with the A8 
chip carrying a graphics processing unit that 
Apple claims is 50 percent faster. And the A8 is 
50 percent more energy efficient than the A7, 
which should translate to better battery life for 
the 6 and 6 Plus. Speaking of battery life, the 
iPhone 6 promises around the same battery life 
as the 5s, coming in even better than the 5s in 
some categories; the iPhone 6 Plus offers more 
battery life still, thanks to a bigger battery.  
 
Cameras 
Both phones sport an 8 megapixel iSight    
camera on the back with True Tone flash, 1.5 
micron pixels, f/2.2 aperture and an all-new 
sensor. The result should be crisper details and 
better performance in low-light.  

Job Interview Tips 

 
All candidates should research a company       
thoroughly before an interview. And if the company 
is a private firm, that's not an excuse to skip doing 
your homework. Where there's a will, there's a 
way, and finding a way to gather information on a 
company distinguishes the great candidates from 
the good candidates. What else can you do to im-
prove your chances at 
the interview? Try 
these tips for size: 

Be Concise 

Interviewees rambling 
on is one of the most     
common interview 
blunders. Listen to the 
question, and answer 
the question, and an-
swer it concisely. 

Provide Examples 

It's one thing to say you can do something; it's   
another to give examples of things you have done. 
Think of recent, strong strategic       examples of 
work you've done, then when the question is 
asked, answer with specifics, not in    generalities.  

Be Honest 

If you don't have a skill, just state it. Don't try to 
cover it up by talking and giving examples that 
aren't relevant.  



 

Contact Us 
Call us for more          
information about our  
exclusive IT services. We 
will help you begin your 
new career today.  

Global Information 
Technology 
28600 Southfield Road 
Suite 103 
Lathrup Village, MI 48076 
 

Phone: (248) 557-2480 
Fax: (248) 557-8650 
info@global-itech.com   

Visit us on the web at 
www.global-itech.com 

Upcoming IT Courses - Starting Soon ….. 
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GIT Wellness Corner                                        
How to Eat Better at Work  

What can you do to improve what you eat at the office, which for 
many of us is the bulk of what we consume all day? Here are a few 
approaches to better nutrition in the land of heartburn and the  pizza
-sized chocolate chip cookie.  
 
 
 

Bring Your Own Food. The consensus of health and 
nutrition professionals is that you’ll eat much better if 
you plan ahead and pack a lunch. 
 
Control Portions to Control Your Waistline. You’ve 
got to control portions to eat healthfully at the office. The 
key is to portion out at home what you’ll be eating in the 
break room.  
 
Get Real About What’s Healthy. Educate yourself to 
understand what’s really nutritious.  

Career Guidance Column 

Andrei - I’m embarrassed to share with my friends and 
family that I need a job. What are your thoughts on 
this? Smart job seekers aren't afraid to mention career as-
pirations to their book club, their parents' friends or their 
dentist. One never knows whose golf partner might be the 
ticket to getting a foot in the door. Even friends may learn 
more about you and perhaps think of you for a lead that 
they might have overlooked. But the answer is always no if 
you don’t ask. 

A+ - 30 

Project - 22 

CISSP - 8/16 

Ethical Hacker - 17 

CCNA - 18 

Intro to Comp -  14, 18 

Java -  20 

SAP - 8/18 

Social Media – 8/30 

PMP - 25 

Oracle I2c - 26, 8/15 

Oracle I2c II -  26, 8/15 

Security - 11 

SQL - 26 

Web Pro - 20 

Network+ - 25 

MCSA - 8/17 

Outlook - na 

Windows 8 – na 

Word - 3, 4 

Excel - 10, 11, 17, 18 

Professional - na 

PowerPoint - na 

SharePoint - na 

XHTML - na 

Photoshop - na 

Flash - na 

Software Q&A - 13, 30 

SQL Server 2012 - na 

 



Technical Advice 

Microchips the next big thing in sports technology and  
Mavericks are leading the way 
 
Devin Harris says he was unfazed last season when he and his 
Mavericks teammates were asked to wear tracking devices during              
practices.Nor was Harris surprised when the Mavericks became 
the only NBA team to  implement Readiband sleep-monitoring 
watches. “They just want to collect data,” Harris says with a shrug. 
“We’ve got a lot of stuff that we do that’s a little bit different, but if 
it helps us get better, I don’t think anyone will object to it.” 
 
When your boss is tech innovator Mark Cuban and you play for probably the most        
cutting-edge team in America, sports science is ingrained in the culture and data          
collection is deemed essential to deriving a winning equation.Therefore it is small wonder 
that the Mavericks have an athletic performance director,    34-year-old Jeremy Holsop-
ple, who says, “We are constantly beta-testing several technologies.” 
 

To Cuban, it’s just common sense. Amid a micro-
chipped    society that has transformed our phones into 
GPS navigators and motion sensors and enables us to 
find beloved lost pets, why wouldn’t sports teams tap 
science and technology’s ever-evolving possibilities? 

Marcial - Can I be identified using a wireless connection at a coffee shop or local shopping 
mall? - Unfortunately, there is no stead-fast way to detect whether or not you are being tracked; 
however, if you are at a local coffee shop or a shopping mall and using their wireless connection, I 
would always advise you against using such a connection for exchanging highly sensitive infor-
mation unless on the following is true: 

1)      You are connected over an SSL (secure socket layer) connection. 

2)      You are connected through you company’s VPN tunnel. 

Online banking and most online shopping sites use encryption algorithms that insure your connec-
tion is secure. That is, information you send over the internet is encrypted and safe. That said, if 
your local Starbucks wants to know *where* you are surfing, they can see that, since only the data 
transferred is secured, but not the location of where you are surfing to.  


